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Abstract — The article addresses the urgent task of analyzing the security characteristics of network equipment and software, and of implementing an
automated system to assess them, in order to support informed decision-making during the design of secure information and communication networks.
It is noted that, given the significant variety of models and manufacturers and the constant increase in the number of identified vulnerabilities, the
analysis and selection of optimal technical solutions are becoming more difficult. The feasibility of using an automated approach to assess the security
level of network equipment based on open-source information, particularly the CVE and NVD databases and the CVSS assessment system, is justified.
A web application is proposed to comprehensively analyze the security characteristics of network devices using quantitative vulnerability indicators
and equipment ranking mechanisms. The software architecture has been developed to collect, store, process, and visualize data on network equipment
vulnerabilities. The system is implemented using a technology stack that includes a backend based on Django and a frontend using React, TypeScript,
and Tailwind CSS, as well as an object-relational PostgreSQL database. As part of the work, an analytical module was implemented to generate ratings
for network devices based on security indicators, convenient interaction between the client and server was ensured via an API, and testing of the
system’s main functional components was carried out. The results confirm the effectiveness of the proposed approach and the feasibility of using the
developed software tool in the design of secure network infrastructure. The presented solution is scalable and can be adapted to analyze different classes
of network equipment, considering changes in vulnerability databases. The practical application of the developed system improves the validity of tech-
nical decisions and reduces subjectivity in selecting network components.

Anomayia — Cmamms npucesuena supiuieriio akmyarotozo 3a60amnts uodo aHaAisy xapaxmepucmux 0esnexu mepexHozo 00AGOHAHHS ma npo-
2PAMHOT peariayii AsmMoMamu306aHol cucmemu Ix1no020 OUIHIOBAHHS 3 MeMO10 NIOMPUMKU NPUIHAMMS 00/PYHMOAHUX piuletb Nid wac npoexmy-
6AHHA 3AXUULEHUX THPOKOMYHIKAUTTIHUX Mepex. 3a3HateHo, ujo 6i0n0sioHo 0o 3HauHol pisHomarimmocmi modeaedl i GUPOOHUKIE, A MAKOXK nocmiii-
1020 3pOCMAHHS KIALKOCHT SUSGACHUX 6PASAUCOCHIEH YCKAAOHIOEMbCS AHAAI3 1 6UOIp ONMUMANLHUX mexXHIuHuX piuterv. O0spyHmosano 0ouirb-
HICMb 3ACMOCY6AHHS AGMOMAMU306AHO020 NI0X00Y 00 0UiHI06ANHHS Pi6HS De3neKu MepexHoz0 00AaHAHHS HA 0CHO6I 6i0KpUMUX dxkepeA indopmaui,
soxpema 6a3 CVE, NVD ma cucmemu ouinrosarns CVSS. 3anponorosario 6e03acmocyHox 0As nposedetis KOMNAEKCHO020 AHAAIZY XApaKmepucmux
Oesneu MepexkHUX Npucmpois is 6UKOPUCAHHIM KIAbKICHUX NOKASHUKIE 6pASAUGOCTEI | MEXAHIIMIE panxXyeants 00AadHanms. Pospobaero ap-
XimeKmypy npozpamozo 3acody, wyo sabesneuye 30ip, 30epizartis, 00poOKY ma 6i3yarisauito OGHUX 1Po 6PASAUEOCIIE MepexH020 00 adHar . Peari-
3auis cucmemu 6UKOHARA 3 6UKOPUCIAHHAM 1MEXHOAOZIUHO20 CIMeKY, L0 6KAIOUAE cepeepHy uacmuny na 6asi Django ma kAienmcvky uacmumy 3
suxopucmannsm React, TypeScript i Tailwind CSS, a maxox 06’exmuo-persyitinty 6asy darux PostgreSQL. YV mesxax pobomu pearisosano anari-
MUNHULL MOOYAD OASL POPMYBAHH PELMUHZIE MEPeXHUX NPUCIPOIs 34 NOKASHUKAMU Desneku, 3a0esneueno pyuny 63aemo0ito MiX KAIEHMCOKOT0
ma cepseproto wacmunamu vepes APl ma nposedero mecmyeants 0CHOGHUX GYHKUIOHAADHUX KOMNOHeHmis cucmemu. Ompumani pesyrbmamu
niomeepoxKyoM ePexmusHicms 3anponoHo6anoz0 nidxody ma JOYIAbHICIb BUKOPUCTIAHHS POPOOACHO20 NPOZPAMHOZ0 THCHIPYMEHNTY 6 NPol,ecax
npoexmyearts saxuueroi mepexnoi ingpacmpykmypu. Ilpedcmasiene piuierins € macuimadosanum ma moxe oymu adanmosarie 00 AHANISY PISHUX
KAACIE MepexH020 00Aa0HANHS 3 YPaXy6arHaM sMIH Y 0asax épasausocmeit. Ilpaxmuyne sacmocysaris po3poOAeHOL cucmemu cnpusie nidguu,eHmo
00/pyHMOBAHOCT MEXHIMHUX PilleHb Ma SHUKEHHI0 pieHsl cy0 exmusrHocmi nid 4ac 6ubopy MepexHux KOMNOHeHmis.

Beryn

[IpoexTyBaHHs 3axMUIEHOI MepeXkHOI iH(pacTpykTypu HnorpeOye OOIPYHTOBAHOIO
BIIOOPY KOMIIOHEHTIB 3 ypaXyBaHH:AM IXHix XapakTepuctuk oesneku [1-3]. [Tpote yepes se-
AVIKY KiABKICTh AOCTYITHIUX MOAeAeN MapIIPyTU3aTOPiB, KOMYTaTOPiB, TOYOK AOCTYILYy Ta iH-
X MEPE>KHNX NPUCTPOIB PyYHUI aHaAi3 BiAIIOBIAHUX IIapaMeTpiB € TPYyAOMICTKUM, He-
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TOYHUM i CyO’€KTUBHUM. Y 3B 53Ky 3 MM BUHUKAE ITOTpeda B aBTOMaTU30BaHX IIPOrpaM-
HIX 3aco0ax, 110 A403BOASIOTh 3Ai/ICHIOBaTH KOMIIA€KCHIII aHaAi3 XapaKTepUCTUK Oe3IleKu
Mepe>XKHOTo 001aAHaHHs Ha OCHOBI BIAKpUTHUX AXKepe4, sIK-0T Oa3a Bpasansocrerr Common
Vulnerabilities and Exposures (CVE), cucrema omimopansss Common Vulnerability Scoring
System (CVSS) i pennosutopiit National Vulnerability Database (NVD) [4-8].

Caia 3a3HaunTy, 1110 TOOYA0Ba 3aXUIIEHOI MepPeKHOI iHppacTPYKTypU NOYMHAECTHCS
He 3 Desrtocepe HLOTO BUOOPY anapaTHUX aDO IMPOTrpaMHMX 3ac00iB, a 3 IPYHTOBHOTO BI-
3Ha4YeHH: ii IpU3HAYeHHs, idell PYHKIIIOHyBaHH: Ta IPMHIUIIB opraHizanil. Ha mouat-
KOBOMY eTalli IIPOE€KTyBaHH:I Heo6xi4Ho cpopmyBaTu uiAiCHe ySIBA€HH npo Ma1716yTHIo Me-
3’€AHaHb, IPYHINIIN MapLIpyTu3amnii Tpadiky Ta BI/IKOpI/ICTOByBaHl IIPOTOKOAV OOMiHY Aa-
Humun. PopMaaizaliis 3a3Ha4eHIX aclIeKTiB CTBOPIOE OCHOBY 4451 pOPMYyBaHHsI BUMOT A0 ap-
XiTeKTypu Mepexxi, 1l MacIITabOBaHOCTi, KEPOBAHOCTI Ta PiBH: Oe3IeK.

/luiie 3a yMOBM YiTKOTO pO3YMiHHA (PYHKITIOHAABHUX IOTPeD, eKCcIiAyaTariitHux 00-
Me>KeHb i IMOTeHIiNHNIX 3arpo3 AOLiABHO IepexXoAUT A0 BUOOPY KOHKPETHUX TeXHIUHMX
pillleHb Ta aHaAi3y XapaKTepUCTUK Oe3I1eK! Mepe>KHOro o0aagHaHHs. Takuii miaxia 403Bo-
AsI€ He AUIIe MiABUIIUTY e(eKTUBHICTh IIPOEKTYBaHH:, a 11 3a0e3I1e4UTy CUCTeMHICTh B
Ipolieci BIpOBaJ KeHHs 3aco0iB 3aXMCTy Ta II0AaAbIlili aBTOMaTHM3allil OLiHIOBaHH: Oes-
TTeKIA.

Orxe, mpoekTyBaHHs iHpokoMyHiKawiriHol Mepexi (IKM) 6asyeTbcsa Ha CyKyITHOCTI
B3a€MOIIOB’ sI3aHIX CKAaJ0BIX, IO (POPMYIOTD AOTiUHYy Ta (PYHKIIIOHAAbHY OCHOBY MepeK-
Hoi indpacTtpykTypu [1-3], 3okpema:

— apxiTeKTypi MepexXi, 1110 Bu3Hada€ Pisuuny it Aoriu"y crpykTypy IKM Ta ciocodn B3a-

€MOAII TI KOMITOHEHTIB;

— MepeXKHMX 3acoDax i IPOTOKOAaX, AKi OXOIIAIOIOTh allapaTHi KOMIIOHEHT! MepeXXi Ta

Ipasrla OOMiHy JaHMMMU MiX By3AaMIi;

— agapecariii Ta MapIIpyTH3aliii, I1f0 3a0e31euyIoTh YHiKaAbHY igeHTu}iKalliio By34iB Ta
edexTnBHe NepejaBaHH: Tpadiky;
— HPOAYKTMBHOCTI Ta MacIITabDOBAHOCTI, SIKi XapaKTepU3yIOTh 34aTHICTb MepeKi 3abes-

IeyyBaTy HeOOXiAHI OKAa3HUKY IIBUAKOAIL Ta a4allTyBaTUCS A0 3MiH HaBaHTa>KeHHs;

— yIpaBAiHHI Ta OesIlerli, 11O BKAIOYaIOTh IIpOLleCy MOHITOPMHIY, aAMiHICTpyBaHH:,
aHaAi3y 1104l i BHpOBaj KeHHsI 3acO0iB 3aXICTy Mepexi.

Bognouac mepeskHa Oe3lleka € KAIOYOBMM UMHHMKOM ITiJ Yac IPOEKTYBaHH: Ta eKC-
nayatanii IKM, ockiapky BOHa cIIpsMOBaHa Ha 3a0e3IedeHH: 11iAiCHOCTi, AOCTYIIHOCTI Ta
KOH(iJeHIIITHOCTi KaHaAiB i By34iB Mepe>Xi, a TaKOXK JaHHX, 110 HepeAaroThcs. KpiM Toro,
HaJe>XHUI PiBeHb Mepe>KHOI Oe3NeKN MiABUIIYE CTiNKICTh iHppacTpyKTypu 40 KibepaTak,
3a0esIteuye Oe3llepepBHICTh POOOTI MepesKHIX CePBicCiB i CTBOPIOE IIepeAyMOBI A5 HaAill-
HOTO Ta MacIITa0OBAHOTO (PYHKITIOHYBaHHs Mepe>Ki B yMOBaX 3pOCTaHHs HaBaHTa>KeHb i
CKAaAHOCTI apXiTeKTYpPI.

CyyacHni1 pHOK Mepe>KHOTO 004adHaHHs HaAidy€ COTHI Mojeaell KOMyTaTopiB, Ma-
PLIPYTU3aTOPIiB i TOYOK AOCTYIY, IO YCKAAAHIOE BUOip HalbiAbIl Oe3eYHOro pillleHH:
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AAs1 100y A0BU HaAiiiHOI iHppacTpyKTypu. Bpaxosyioun rocriiiHe 3pocTaHH: KiAbKOCTi Bpa-
sampocrert CVE Ta gmHaMiKy IIOsIBM HOBUX 3arpO3, PyYHMII aHaAi3 TeXHIUHMX XapaKTepuc-
TUK i 3BiTiB Oe3neky cra€ Hee(peKTUBHMUM. Y 3B’SI3KY 3 IIMIM BUHUKA€ HEOOXiAHICTh aBTOMa-
TI30BAHOIO IMiAXOAY 40 OLIIHKM Oe3IeKy MepesKHMX IPUCTPOIB, IO IPYHTYETLCS Ha KiAbKi-
CHOMY aHaAi3i IOKa3HMKiB Oe3I1eKN.

OrKe, cTaTTs IpUCBsYeHa aKTyaAbHill IPUKAaAHIl 3a4adi, IIOB 3aHill 3 pO3pOOKOIO Ta
TeCTYBaHHAM IIPOTPaMHOIO iHCTPYMEHTY A4 aHaAi3y XapaKTepUCTUK Oe3IIeK MepesKHOTO
004a/HaHHs 3 MeTOIO HiATPUMKI IPUIHATTS PillleHb I1i4 yac IIPOEKTYyBaHHs 3aXUILEeHOI Me-
pe>xHoI iHppacTpykTypu. IlpeacraBaennii miaxia, 3akaageHNnin B po3po0AeHNIT 3aCTOCYHOK,
A03B0Asi€ (POPMyBaTH PEMITUHI IPUCTPOIB, 110 3a0e3Iedye MPUIHATTS OOIPyHTOBaHUX pi-
IIIeHb Ipy HpoeKkTyBaHHi 3axuineHnx IKM. byao sanporionasaHo apxiTeKTypy IIpOrpaMHOIO
3aco0y 111040 ITpOBeAeHHsI KOMILAeKCHOTO aHaAi3y XapaKTepUCTUK Oe3reKy MepesKHOro 0o-
AaaHaHH:, BUKOHAHO peaJi3arlilo Ta 40Be4eHO epeKTUBHICTh Be03aCTOCYHKY.

I. 3ara/ibHU# OTJIAA MPOrPAMHOr0 3aC00y

Aas peaaisaniii asTOMaTH30BaHOI CUCTEMI aHaAi3y Mepe>KHOro 004aJHaHHs 3a KpuUTe-
pisiMu Oe3rieky po3poOAIOETHCs Be03aCTOCYHOK, SIKUI Haja€ KOPUCTyBadaM MOXKAUBICTS I1e-
perasgaary, piabTpyBaTy Ta OLiHIOBaTH IpuCcTpoi Ha ocHOBi gaHnx CVE ta CVSS 3 6asu NVD
[4-8]. Cucrema ao3BoasaTiMe GOpMyBaTU PETUHT IIPUCTPOIB, OOMpaTy MOTPiOHI KpuTepil
Ta Bi3yaAi3yBaTu pe3yAbTaTy y 3pydHOMY iHTepderici. Aas 11bOro BUKOPUCTaHO CydacHUIA
IIPOrpaMHUI CTeK, SIKIII OXOIIAIO€ 30epiraHHs JaHIX, 0049MCAI0BaAbHY A0TiKy, API-gocTym i
¢ppoHnTena-pizyaaizaniro. Hukue HaBe4eHO OCHOBHI KOMIIOHEHTH CHCTeMU, iX NpU3HaYeHH:s
(taba. 1) Ta xapakrepucruxa [9-15].

Tabauys 1. TexnoaoriaHMII cTEK BeO3aCTOCYHKY POPMYBaHH: PeMITUHIY IIPUCTPOIB 3 YpaXyBaHHIM
¢Jakropis Oesrexn

Pipenn Texnoaorii / Incrpymentn [IpusHayeHHs

36epiranns npuctpois, CVE, 6aais CVSS,

Basa aanux PostgreSQL ] .
pOSanYHKlB peI/ITI/IHI'y

ITpeacraBaenns Django Ta API ga5 pocTyny 40 AaHMX, AOTiKa OOpOOKMU

b
erena JsonResponse CVE/peiitunris
Oponrena React,‘Ty‘peSCript Ta Kaienrcpknin iHTep(l)efI‘C, Tabanwi, GpiapTpny,
Tailwind CSS rpadikn
Jlorixa 06podKi 3acobu Django ORM Ta Obuncaenns cepeanix CVSS-6a4is, pusnk-
Python MEeTPUK

Cuctrema ynpaBJ/iiHHS 6a3aMM JAHUX

¥ mexax ganoi poooru PostgreSQL Oya0 oOpaHO sIK OCHOBHY CHCTeMY 3 OrAsdAy Ha il
(pyHKITiOHaABHI ITlepeBary Ta CyMiCHICTb 3 0OpaHIM TeXHOAOTIYHIUM cTeKOM. OAHI€IO 3 KAIO-
YOBMX IPUYMH BUOOPY cTala 00’ €KTHO-pesliiliHa MOJeab, siKa A400pe ImiAXOAUTD AAsl CTPY-
KTyPYyBaHH: A4aHUX IIJOA0 MEPe>KHIUX IPUCTPOIB, ypasansocTen Ta oniHok CVSS [10]. Inrer-
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pauia 3 ¢ppertmpopkom Django € 1mie ogHi€ro cyTresoro nepesarolo. PostgreSQL g400pe miar-
pumyeTsca cucremoio Object-Relational Mapping (ORM), 1o BxoanTs 40 ckaaay Django, 3a-
BASKM 4YOMY B3a€Modis 3 0Oaszoro ganHux (bJ) peaaisyerncsi uyepes 3pyuni Python-mo-
aeai [9, 11]. Kpim toro, PostgreSQL BigzHaua€Thcs BUCOKMM piBHEM CTaOiABHOCTI Ta pO3IIN-
PIOBAHOCTI: TI apXiTeKTypa A03BOASIE A04aBaTy HOBi TaOANIII, TUIIN 3B SI3KiB i IpoIieAypH, 1110
30epiraroThcs, 445 peadisallii CkaaAHOI AOTiKM B IIPOLIeCi IT0AaAbIIOTO PO3BUTKY IIPOEKTY.

Orxe, B PostgreSQL 30epiraerscst indopmaliiss Ipo MepexHi IPUCTPOi, 30KpeMa Mo-
AeAb, TUII 1 BUPOOHUK, a TakoX Iepeaik Bigomux CVE. TakuMm umHOM, 151 cucTeMa yIIpaB-
Ainna 6asamu ganux (CYBA) Bigirpa€ 1ieHTpaabHy poab y 3a0e3ledeHHi 30epiraHHs, 00po-
OKM Ta AOCTYIIy 4O CTPYKTYpOBaHMUX AaHIX, HEOOXiAHMX A5 e(PeKTUBHOI pOOOTH peiiTUHIO-
BOI cyicTeMM Oe3NeKy MepesKHIX IIPUCTPOIB.

CepBepHa YacTUHA

CepBepHa ao0rika po3po04eHOro Be03acTOCYHKy peadi3oBaHa BMKAIOUHO 3acoDamu
Django (taba. 2) [9, 11, 12]. Ilepeaaua gaHMX Mi>K KAI€HTCHKOIO Ta CepBEPHOIO YacTMHaMM
(30KpeMa, peasizoBaHOIO 3a AoroMoroio React) sairicHioeTscst gepes HyperText Transfer
Protocol (HTTP)-3ariuty, Ha sKi cepsep Bianosigae y ¢popmari JavaScript Object Notation
(JSON). Aas1 1150T0 BUKOPUCTOBYIOTLCS CTaHAAPTHI IpeacrasaeHHs Django (views), siki 00-
POOASIIOTH BXigHI TapaMeTpH, BUKOHYIOTh HeOOXigHY Oi3Hec-A0riKy Ta POpPMYIOTh BiAIIOBiAb
3a goromorolo 06’exra JsonResponse.

Ogniero 3 nepesar Django € TicHa inTerpanisa 3 5/ PostgreSQL: crpykrypa 6asu Mmoge-
A10€Thes y Burasai Python-kaacis (Mogeaein), siki aBTOMaTIYHO CHMHXPOHI3YIOTLCA 3 TaOAU-
vy B, Taknit miaxiga 403BoAs€ A€TKO ollepyBaTu gaHUMM, OyAyBaty (piabTpallii Ta arpe-
ra1lii Ha piBHi 3aIIUTiB 40 6a3u, He BUKOPVICTOBYIOYM CTOPOHHI iIHCTpyMeHTI.

Y npoexTi peasizosano Hu3Ky REST-moaionmx API kinnesux Todok (endpoint), ski 3a-
OesreuyoTh A40CTyN A0 iHpOpMaLlii IIpo MPUCTPOi, BPa3AMUBOCTI, PEIITUHIY, a TAKOX A03BO-
ASIOTh BUKOHYBaT! (PiAbTpallilo, COpTyBaHH: Ta aHaAiTUMIHY 00poOKy aaHnx. CepBepHa Jac-
TUHa IATpUMY€ OOUYMCAEHHs cepeAHiX ITOKa3HMKiB BaseScore, popMyBaHHs pelTHHIIB Ta
iHIIIi oneparlii, HeOOXiAHi 4451 OLIIHKM Oe3IeK.

Tabauys 2. Peaaizanis ¢pynkiiin Django ta REST Framework y mpoexri

DyHKITis Peaaizarris
30epiranns npuctpois Ta CVE Django-mogeai Ta PostgreSQL ORM
PospaxyHOK peiTIHIIB 3acobu Django ORM Ta Python
API aas ppoHTeHAY ITpeacraBaenns Django ta JsonResponse

K/lieHTCchbKa YacTHUHa

KaieHTcpKy yacTiHy mporpaMHOro 3aco0y peaaizoBaHO 3 BMKOPMCTaHHAM Cy4aCHOTO
dponTeHa-creKy, mo Bkaroua€ React, TypeScript ta Tailwind CSS (taba. 3) [13-15]. O6paHi
TEeXHO/0Tii 3a0e311e4yI0Th CTBOPEHH:I IIIBIAKOTO, a4alITMBHOTO Ta MaCIIITabDOBaHOTO BeOiHTep-
(ericy 3 MATPUMKOIO AMHAMIYHOTO KOHTEHTY.
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1) React 3acrocoBaHO 445 110OYA0BM KOMIIOHEHTHOI apXiTeKTypu iHTepdelicy Ta peadi-
3al1il 04HOCTOPiHKOBOTO 3acTOCYHKY (Single Page Application, SPA), mo 3abesneuye edex-
TIBHE OHOB/EHH:I BMICTy Oe3 Iepe3aBaHTa>KeHHsI CTOPIiHOK. ¥ Me>KaX KAi€HTChKOI YaCT/HU
peaaizoBaHO Big0Opa>keHH: i1 OOpOOKY 4aHIX IIPO MEPEeKHi IPUCTPOI, BKAIOYHO 3 COPTY-
BaHHAM i piapTpanieio 3a mokasHukamu CVSS, a Takoxx Bidyaaisarjito peiiTMHIOBUX ITOKa3-
HIKIB i pe3yAbTarTiB aHaAi3y Oe3IleKn.

2) TypeScript BukopucraHo A1s1 3a0e3IedeHHs CTaTUIHOI TUITi3allil Ta IIlepeBipKu Kope-
KTHOCTI AaHUX, OTpuMaHux yepes API, mo miasuinye HaailiHICTh KOy Ta CIIPOIIYE JIOTO
I10AaABIINI CYIIPOBig,.

3) Tailwind CSS 3acTocoBaHo A4s peaaisaliii aAanTUBHOTO iHTep@elicy KOpUcTyBada Ta
yHi(piKOBaHOTO AM3aiHy Oe3 HagMipHOTO OOCATY CTUAIB, IO CIIPUSAE IIBUAKIN PO3po0Li Ta
HiATpUMILL iHTepdericy.

OOMmiH gaHMMUI MiXK KAI€HTCHKOIO Ta CepBepHOIO YaCTMHAMMI 3AiICHIOETHCS 3a A0TIOMO-
roio HTTP-3anntis 40 AP, 1110 3a0e3meuye aniHaMiuHe OHOBAEHH:I iH(opMaliii Ta y3rog>xeHy
B3a€MOAIIO Mi>K KOMIIOHEHTaMU CUCTEMIA.

Tabauys 3. Ilepesarn oOpaHOro (ppOHTEHA-CTEKY

KomnoneHr ITepesarn
React TBMAKNMIT, KOMIIOHEHTHMI 1TigXiA, AMHaMiuHi TabAMIIi 1 rpadikn
TypeScript besneuna pobora 3 gaHMMM, CTaTMYHA TUIIi3allisl, aBTOAOIIOBHEHHS
Tailwind CSS MiHiMyM KOAYy 445 CTUAIB, a4alITUBHICTD, YMUCTUNI AN3aH

AHaJIITHYHUA MOAYJIb

Aas peaaizanlil AOTiKM PO3paxXyHKy PeMTHMHIY MEPEXKHUX IIPUCTPOIB 3a KPUTePiLsIMU
Oesmexn y cepBepHill YaCTIHI 3aCTOCOBAHO CTaHAAPTHI iHCTpyMeHTH (ppeitMBopKy Django Ta
MoBM nporpamysanss Python [9]. AnaaiTirana oOpo0OKa 34i1ICHIOETCS 3a A0IIOMOTOIO MeXa-
HizMiB, 1m0 Hagae ORM Django, 3okpema arperatanx ¢yHskiiiin (Avg, Count) ta ¢giaprparii
gyepes 00’ekty 3annTiB (QuerySet).

OcHOBY MOy A5 CTAaHOBUTH ITigXi4 40 0OOpOOKM gaHNX OesItocepeAHbO Ha piBHi Oasu Aa-
Hux PostgreSQL. 3amicTb 3aBaHTa’keHH:I BeAMKIIX OOCATiB iHpopMallii B ollepaTUBHY IIaM’ SITh
Ta 0OpOOKM 1i 30BHIIIHIMI Di0Ai0TeKaMM, OOUNICAEHHS cepeAHiX 3HaueHb, IigpaxyHKI Kidb-
KOCTI Bpa3AMBOCTel Ta COPTYBaHHsI IPUCTPOIB pealizoBaHo depes SQL-3ammt, cpopmoBaHi
3a gorromoroio Django ORM. Takmit mmigxia 403Boasie€ epeKTMBHO MacIiTabyBaTy pillleHHs Ta
3MeHIIy€ HaBaHTa>KeHHs Ha cepBep.

Cepea PyHKIIiN aHAAITIIHOTO MOAYAsI — BUBHAYEHH:I KiAbKOCTi Bpa3AMBOCTeN y po3pisi
BUPOOHUKIB i TUIIiB TPUCTPOiB, POPMYyBaHHS AeCATU HalOiABII KPUTUIHNX IIPVICTPOIB 3a ce-
peanim nokasuukoM CVSS BaseScore, a Tako>X BUBeAeHHsI HalIMEeHII Ypa3AUBUX IIPUCTPOIB.
PospaxyHKM IIpOBOAATECA 3 ypaXyBaHHAM A0JaTKOBMX MeTPUK, sIK-0T ExploitabilityScore
ImpactScore, sixi Tako>X arperyrorbcs y BiAIIOBiAHMX 3allUTaXx.
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Coprysanns, ¢piapTpariisa Ta popMyBaHHA 3BeAeHMX JaHUX 3AiMICHIOEThCS ITPOrPaMHO
Ha piBHi Python i3 BukopucrannsaM 0a3oBMX CTPYKTYpP (CAOBHUKIB, CIIVCKiB, yMOBHMX OIlepa-
TOpIB), 1110 3a0e3I1euy€ IIPO30PY 11 KOHTPOAbOBaHY AOTiKy 0Op0oOKM Oe3 3a1yJeHHsI CTOPOHHIX
3aaexxHocren (Taba. 4).

Tabauys 4. Ilepesaru peaaisariii anaaituku 3acodamu Django

Ilepesara IToscnenns

ITpoayxTusnicth | Bukopucranns arperaris ORM a03Boase 00poOasTu Beauki oocsaru CVE-
AaHux 6e3 moTpedM B 404aTKOBUX Di0ai0TeKax

IIpocrora Peaaizanis aoriku sacobamu Python i Django 6es 30BHiIIHIX 3a1e>XHOCTel

I'myukicTb ITiaTpuMka ckaaAdHMX PiabTpiB, COPTYBaHHS Ta AOTiKM paHXKyBaHHS

Inrerpanis 3 APl | 3pyune popmysanHs Bianosigent y popmati JSON A5 KAI€HTCHKOI YaCTVHU

II. Onuc migxoAy A0 OLiHIOBAaHHA 6e3leKU MepeXHUX NPUCTPOiIB

/A5 0OOTpyHTOBaHOIO BUOOPY MepesKHOro 00AaAHaHHs B KOHTEKCTi II00yA0BI 3axuIie-
HOI iH)OKOMYHIKaIlilHOI iHppacTPyKTypu HEOOXiAHIUM € IIoIlepe HiN aHaAi3 ¢pakTopis Oes-
nekn. B paMkax gaHoi po3poOKHM 3a OCHOBY B3ATO Da3y gaHux spasausocreit NVD, mo mic-
TUTD BigkpuTi 3anncy CVE 3 BianmosigHuMM oniHKaM1 3a cucremolo CVSS sepcii 3.x (3okpeMa
3.1) aaa npucrpois Cisco, Huawei Ta Juniper [4-8].

OcHoBHIMU ITapaMeTpaMH, sKi BUKOPUCTOBYIOThCS AAs OLIIHKM IIPUCTPOIB, €:

— Hassa npucrpoio (Device);

— BupoOHUK (Vendor);

— tun npucrpoio (Type);

— 4ncaoBi nokasHuku Oesneky, orpumani 3 CVSS (BaseScore, ExploitabilityScore ta

ImpactScore).

LIi mapameTpu 403BOASIOTH HPOBOANTI aBTOMAaTU30BaHNI KiAbKiCHIII aHaAi3, IITO 3Ha-
YHO IIPUCKOPIOE ITporiec GOPMYyBaHHs PEITUHIIB Oe3I1eK! BeAUKOI KiAbKOCTI IIPUCTPOIB:

— BaseScore 3aaexxuTh Big BILAMBY Ta €KCILAyaTOBAHOCTI Ypa3AMBOCTI;
— ExploitabilityScore BusHaua€e, HacCKiAbKM A€TKO peaai3yBaTi aTaKy;
— ImpactScore oninioe noTeH1iliHI HaCAiAKM KOMITpOMeTallil HpUCTPOIO.

Oxkpemy poab y nporieci anaaisy sigirpae CVSS-sekrop (Vector String), sikmit MicTUTb
AeTaAi30BaHy TexXHiYHy iHpOpMalIilo IPO KOXKHY Ypa3AUBICTb: TUII BEKTOpa aTaku (A0KaAb-
HUII, Mepe>KHMIT), HeOOXiAHMII piBeHb IPUBiAeIB, B3a€MOAIIO 3 KOPUCTyBayeM, BILANB Ha KOH-
igeHIIiNHICTD, I1iAiCHICTD i AOCTYIIHICTD TOIIIO.

YHiKaABHICTb 3aIIPOIIOHOBAHOTIO ITiAX0AY IIOAATA€ B TOMY, IO KOPUCTyBa4d CaMOCTiITHO
MO>Ke 00MpaTy KpUTepil OIiHIOBaHH: 001aAHaHH:, 3aCTOCOBYIOUM (PiabTpM 40 KOMIIOHEHTIB
CVSS. Lle Haga€ rHYUKiCTh Y HPUIHATTI PillleHb 3a1€KHO Big KOHKPeTHUX BUMOT 40 Oe3IIeKI.

Ha ocHOBi Big(iabTpOoBaHIX i OI[iIHEHNX AaHMX CICTeMa aBTOMAaTUYIHO POPMYE PETIHT
Mepe>KHIX IPUCTPOIB, a TAKOXK Y3araAbHIOE Pe3yAbTaTi Y BUTASAL PEITUHIY BUPOOHMKIB i
TUMiB 004a4HaHHA (HallpMKAal, MapIIpyTU3aTOPiB, KOMYTaTOpPiB, TOYOK goctymy). Le ao-
3BO/SIE€ IIBUAKO BYSIBUTY Hal0iABII pMU3MKOBaHi abo, HaBIaKy, peKOMeHA0BaHi 40 BUKOPUC-
TaHH:I pillleHH: B iIHPPaCTPyKTypi.
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III. Po3po6ka mnporpamMHOro 3acooy ajss ¢GOpMyBaHHS PEUTHHTY
NPUCTPOIB 3 ypaxXyBaHHAM IlapaMeTpiB 6e3neKH

BeoGinTepdeiic

KaienTcpky yacTuHy IporpaMHOTO 3aco0y peaai3oBaHO y BUTAAAL O4HOCTOPiIHKOBOIO
3acTocyHKy (SPA, puc. 1) [9]. Taxkuit niaxia sabesmedye 3pydHmii i 3posymianii inrepderic
AAsl AOCTYyIly A0 (YHKIIN CHCTeMI aHaAi3y XapaKTepUCTUK Oe3leKy MepesKHOro o0aaj-
HaHH:L.

Devices l ‘ Exploitability Metrics Impact Metrics ‘ Sortby: O BaseScore @ Exploitability

Vulnerabilities by vendor Vulnerabilities by type

ocC ®u [ ] [ ]
Router
Recommended devices Not recommended devices
Avg Base Pt Avg Impact Avg Base M Avg Impact
#  Device v Ve g im Vulnerabilities #  Device V9 Ve g Im Vulnerabilities
Score Exploitability Score Score Exploitability Score
1 Huawei WS318n-21 420 o1 270 1 1 Cisco Small Business RVIGOW 980 039 590 1
Cisco 5100 Enterprise Network Juniper 128 Technology Session
2 430 0.09 340 1 2 980 039 590 1
Compute System Smart Router
Cisco 5400 Enterprise Network 3 Cisco Small Business RV260P 980 039 590 1

Compute System
Cisco Enterprise Network Compute

4 Cisco NC57-18DD-SE 460 0.0% 3.60 1 System (ENCS) 5100

5  Cisco NC57-36H-SE 460 0.09 3.60 1 5  Cisco Small Business RV160 9.30 039 5.90 1
6  Cisco NC57-36H6D-S 460 0.09 360 1 6 Cisco Small Business RV260W 9.80 039 5.90 1
7 Cisco NC57-24DD 460 0.09 3.60 1 7 Cisco Small Business RV260 9.80 039 5.90 1

Cisco 881 Integrated Services Cisco Enterprise Network Compute
480 017 270 1 S

Router System (ENCS) 5400

Cisco 836 Integrated Services 9 Cisco Small Business RV340W .30 034 5.90 2
480 017 270 1

Router

Cisco RV260W Wireless-AC VPN

Cisco 887 Integrated Services Router
4.80 017 270 1
Router

Puc. 1. 3araapHnit Burasg inrepgericy

Intepdeiic Hagae KOpUCTyBauy MOKAMBICTh 3aCTOCOBYBaTM MHOXIHHI (iabTpu A4s
3BY>KeHH: BUOipKu npucTpois (puc. 2). Piaprparis BUKOHy€eThCs 3a napaMmerpamu CVSS-
BeKTOpa (HallpuKAaJ, TUII BeKTOpa aTakyl, HeoOXiAHi ITpuBijel, B3a€MOAis 3 KOpUCTyBadeM),
a TaKOX 3a TUIIOM i BUPOOHMKOM IPUCTPOIB.

Devices ‘ | Exploitability Metrics ‘ | Impact Metrics ‘ Sortby: © Base Score @ Exploitability Apply filters

Puc. 2. Tlaneas giapTpariil Ta COpTyBaHH:

I'oaoBHa yacTuHa iHTepdelicy IpeacTaBAeHa y BUTAsAAl TaDAMYHOTO KOMIIOHEHTa Ha
OCHOBi THITy IIPUCTPOIB (puc. 3 — 7), 110 MiCTUTH OCHOBHY iH(pOpMaIIilo IIPO MOAeAb, BUPO-
OHMKa, TUII 00AagHaHH:, cepeAHi ITOKa3HMUKI De3I1eKy Ta KiAbKiCTh BUSBAEHIUX Bpa3AMBOC-
Tert. KopucryBau Ma€ MOXKAUBICTD IIeperasiaTtyi peiTUHT IIPUCTPOIB 3a OOpaHMMM KpuUTe-
piaMu.
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Router

Recommended devices Not recommended devices
Avg B A Avg Impact Avg B A Avg Impact
#  Device g Base Ve Vg Impa Vulnerabilities #  Device Vg Base v Vg Impac Vulnerabilities
Score Exploitability Score Score Exploitability Score

1 Huawei WS318n-21 120 0.1 270 1 1 Cisco Small Business RVI60W 9.80 039 590 1

Cisco 5100 Enterprise Network Juniper 128 Technology Session
2 430 009 3.40 1 2 980 039 590 1

Compute System Smart Router

Cisco 5400 Enterprise Network 3 Cisco Small Business RV260P 9.80 039 590 1
3 130 009 340 1

Compute System

Cisco Enterprise Network Compute
) 4 9.80 039 590 1

4 Cisco NC57-18DD-SE 160 000 360 1 System (ENCS) 5100
5 Cisco NC57-36H-SE 160 009 360 1 5 Cisco Small Business RV160 9.80 039 590 1
6 Cisco NC57-36H6D-S 460 009 3.60 1 6  Cisco Small Business RV260W 9.80 039 590 1
7 Cisco NC57-24DD 460 009 3.60 1 7 Cisco Small Business RV260 9.80 039 590 1

Cisco 881 Integrated Services Cisco Enterprise Network Compute
8 480 047 270 1 8 9.80 039 590 1

Router System (ENCS) 5400

Cisco 886 Integrated Services 9 Cisco Small Business RV340W 930 024 590 2
9 480 017 270 1

Router

Cisco RV260W Wireless-AC VPN
) ) 10 029 039 539 9

Cisco 887 Integrated Services Router
10 480 017 270 1

Router

Puc. 3. ITpuxaaa TabAMIHOTO KOMIIOHEHTa A5 TUIly Router

BeGintepeiic Bkaoua€e rpadiuHi KOMIIOHEHTH, peaai3oBaHi 3a goriomoroio React-0i-
6aioTex 445 TOOYyAOBU AiarpaM, IO 403BOASIOTH BidyaAbHO IIOPiBHIOBATH KiAbKiCTh YHiKa-
ABHUX BPa3dAMBOCTe 3a BUPOOHMKaMM Ta TUIIaMU IIPUCTPOIB (puc. 4).

Vulnerabilities by vendor Vulnerabilities by type

574

@ Cisco @ Router

Puc. 4. Bisyaaizawist KiAbKOCTI YHIKaAbHIX BPa3An

CtBopeHHs API-inTepdeiicy Ta esiemMeHTiB QiibTpanii

Y Mesxax po3po0.eHOro IporpaMHoro 3acody peaaizosano API-inreperic, 1o 3abes-
Ievye B3a€MOAII0 MiK KAIEHTCHKOIO YaCTMHOIO Ta CePBEPHOIO AOTIKOIO cucTteMu. /.45 11010
BUKOpPHUCTaHO 0a30Bi MOXXAUBOCTI PppeitMBOpKy Django Oe3 saaydyenHs croponHix REST-
6i0aioTek. OOpoOKa 3ammTiB peaizoBaHa uepe3 (PYHKIHI-IIpeAcTaBAeHH:s (views), sKi
npuiimaioTh HTTP-3annTy, BUKOHYIOTH BiAlIOBiAHY Oi3Hec-A0riKy Ta IIOBepTaiOTh Pe3yAb-
tatu y popmari JSON.

Ko:xna API kiHmesa Touka € 0OKpeMoIO PYHKIII€IO, IIJ0 00po0AsI€ mapaMeTpu 3aIlnTy,
BIUKOHY€ (PiAbTpallilo Ta arperariio 4aHUX 3 BUKOPUCTaHHAM Moxausocreil Django ORM,
1icAst 90ro POPMYE BiAIIOBiAb Y BUTAs1Al 00’e€KTa JsonResponse. Takmit miaxia 403B04s1€ pe-
aaizysatu REST-nioaibny apxitextypy i3 miarpumkoro crangaptanx HTTP-mertoais (mepe-
BakHO GET) Ta nepegaui ganux y popmari JSON.

@ynknionaapHicts API oxonaroe:
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— OTPMMaHH: KiABKOCTi Bpa3AMBOCTel 3a TUIIaMU IIPUCTPOIB Ta BUPOOHMKaMI;

— ¢opMyBaHH: 3BeAeHOi iHpopMaliil Ipo IPpUCTPOI 3 HAMBUIIMMM Ta HAMHVIKIMMH Ce-
peaHiMM IIOKa3HUKaMU PUBUKY;

— 0OpOOKy 3anmTiB i3 (piabTpamuy, sKi 3a4aI0ThCSI KOPUCTYBauyeM y KAIEHTCbKOMY iHTep-
eriici.

Bci sarimtu 40 API € cunxponHuMuy, i 0OpoOKa BUKOHYETBLCS B peaabHOMY 4daci, 1110
3abe3neuye orepaTBHe OHOBAEHHs aHAAITMYHMX AaHMX Y BeDiHTepderici. 3aBAsAKU BUKO-
pucTaHHIO BOy40BaHMX 3aco0iB Django gocsAra€Tocs mpocToTa peadisaliii, AeTKicThb miaTpu-
MKI KOAY Ta MOXKAUBICTh pO3IIMpeHH: (YHKIIIOHaAy y MaitlOyTHbOMY Oe3 HeoOXiAHOCTi
CYyTT€BOI IepepOOKM apXiTeKTypIu.

Ocuosui API kiHIiieBi TOYKM:

— count vulnerabilities by vendor/ moBepTa€ KiaAbKOCTb YHiKaAbHUX Bpa3An-

BOCTell, Ha IIPUCTPOSIX 3a BUPOOHMKaMI;

— count vulnerabilities by type/ moBepra€ KiAbKOCTb YHiIKaAbHIX BPa3AMBOC-

Tell, Ha IPUCTPOsIX 3a TUIIOM;

— top 10 devices by score/ mnosepra€ CIMCOK 3 AeCATU HallOiABII Ta HallMeHII

BPa3AMBUX HPUCTPOIB.

Y pamkax peazisalii cucremMu oOpoOKI AaHNUX PO Bpa3AMBOCTI IIPUCTPOiB Oya0 3a-
IIpOBaJ>KeHO THyYKIII MexaHi3M (iabTpallii Ta COpTyBaHH:I, AKUI 3a0e3Iedye AMHaMiuHe
dopMyBaHH: 3aIUTiB 40 Oa3y 4aHUX BiAIIOBiAHO 40 0OpaHIX KOpHUCTyBaueM Kputepiis. Pi-
AbTpallisl peai3oBaHa Ha PiBHI CEPBEPHOI AOTIKM 3 BUKOPVUCTaHHIM KOHCTPYKIIi YMOBHOIO
00’eananH: (00’exTiB Q) y cepegopuiri Django ORM.

ITig yac 0OpOOKM 3anUTy KOPUCTYBada 3aCTOCOBYIOThC (PiABTPU 445 ABOX OCHOBHUX
cyTtHOCTeit: BpasansocTi (Vulnerability) Ta mepesxui mpuctpoi (Device). /45 KOXKHOTO 3 ITIX
ITapaMeTpiB MOXYTh OyTU 3aJaHi MHOKMHHI 3HaueHH: (puc. 5). SIKII10 )KogHe 3HaueHH: He
BKa3aHoO, iAbTp A0 BiAIIOBiAHOTO I10As1 He 3aCTOCOBYETHC. /A5 COPTYBaHH:A B 3aIlUTI IIepe-
AAETHCS MapaMeTp sort by, sAKMI BU3HAYa€ KPUTEPill COPTyBaHHS IIPUCTPOIB (puc. 6) y
TabAMIIAX 3a TUIIOM: base score abo exploitability. Aas sacrocyBanHs QiabTpis Ta
COpTYBaHH: ITOTPiOHO HaTHCHYTH KHONIKY Apply filters (puc. 7), sixe nepesae obpani mapa-
MeTpH A0 cepBepHOI yacTUHM (OeKeHAy).

Mojesib JaHUX i CTPYKTYypa 6a3u

Aas peaaisariii mporpaMHOIo 3acoOy 3 aHaAi3y XapakTepUCTUK Oe3leKy Mepe>KHOIO
004a4HaHH: po3p00AeHO peAsliiiiHy MoJAeAb AaHMX, sIKa BizoOpaska€ B3a€MO3B SI3KM MiX
IPUCTPOSIMY, IX BUPOOHMKaMIH, THUIIaMM Ta Bigaomumu Bpasansoctsamu. CTpykrypa Oaszu
AaHMX € KPUTUYHOIO CKAaJ0BOIO apXiTeKTypHU CHCTeMH, OCKiAbKM BOHa 3abe3Ileuye 30epe-
>KeHH:I, AOCTYTIHICTb i LiAiCHICTh 4aHUX, HEOOXIAHUX 4451 (POPMYBaHHs PEeTUHIIB Oe3IeK.
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v ON DEN v .
¥ VENDOR
Cisco ¥ ATTACK VECTOR None
Low
HFE Network o
v
Huawel Adjacent '9
Juniper Local
: ¥ INTEGRITY
frTveE ] Physical
None
Access Point
Controller ¥ ATTACK COMPLEXITY Low
Firewall Low K High
Rotliter High 1
Seeh [v AVAILABILITY ]
b ~
¥ PRIVILEGES REQUIRED None
Low
None i
High .
Low
High
¥ USER INTERACTION
None
Required
[v scope ]
Unchanged
Changed

v

Puc. 5. ITapameTpu PiapTparii kaTeropii mpucTpois

Sort by: © Base Score @ Exploitability

Puc. 6. Kpurepii copryBaHH:

Puc. 7. Knonka aas 3actocyBaHHsA piabTpis

Obpana CYb/ PostgreSQL miarpumMye ckaaaHi 3B’ 3KH, iHA@Kcallilo, arperariiio Ta 3a-
IIATH 3 BUCOKMM piBHEM IIPOAYKTUBHOCTI. 3a goromoroio BoysosaHoi ORM ¢peiitMBOpKy
Django peaaizoBaHoO AoriuHe BizoOpaskeHH: TabAnIlb Oa3y Ha Python-kaacuy, 1o noaermiye
AOCTYII A0 AQHUX Y CepBepHilt yacTuHi (puc. 8).
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Tabamia vulnerabilities device € KAIOYOBOIO Ta MiCTUTD iHpOpPMALIiIO ITPO Me-
pe>kxHe 001a4HaHH: (Ha3Ba, BUpPOOHMK Ta Tuil). KokeH 3amnuc Mae€ yHikaAbHII igeHTH}iKa-
TOP 1 OB sI3aHNI 3 TAOAUIISIMIUL:

— vulnerabilities vendor;
— vulnerabilities type.

Tabauns vulnerabilities vulnerability € KAIO4OBOIO Ta MicTUTh iH(poOpMa-
niro npo spasausocti (Hazsa CVE, BaseScore, ExploitabilityScore, ImpactScore, Attack
Vector, Attack Complexity, Privileges Required, User Interaction, Scope, Confidentiality
Impact, Integrity Impact, Availability Impact). Koxxen 3armc mae yHikaapHuit izenrudika-
TOP 1 OB sI3aHMI 3 TAOANUIISIMIUL:

— vulnerabilities attack complexity;

— vulnerabilities attack vector;

— vulnerabilities availability;

— vulnerabilities confidentiality;

— vulnerabilities integrity;

— vulnerabilities privileges required;
— vulnerabilities scope;

— vulnerabilities user interaction.

©
<& public
5 vulnerabilities_vulnerability

id bigint (IDENTITY)

®© () cve character varying{255) ® ©
& public ] BaseScore numeric(3,1) & public 4 public
] vulnerabilities_device_Vulnerabilities fl ExploitabilityScore numeric 5 vulnerabilities_user_interaction 5 vulnerabilities_scope
id bigint (IDENTITY) @ id bigint (IDENTITY) id bigint (IDENTITY)
(o] & device_id bigint H ImpactScore numeric(3.1) | (@) name character varying(1) (@) name character varying(1)
\,./ oubli B vulnerability_id bigint AP user_interaction_jd bigim
] vulnerabilities_device 4P scope_id bigint e
id bigint (IDENTITY) &7 confidentiality_id bigint ®
(%) name character varying(25 @ public —e< P sttack_complexiyid bigim: @ public
3) £ vulner: abllrties_attack_cumplexlty 47 privileges_required_id bigin ;‘_ I 1 L | - [ vulnerabilities_confidentiality
& type_id bigint Se—— id bigint (IDENTITY) ! — id bigint {IDENTITY)
£ vendor_id bigint (T) name character varying(1) TS & sackcvectarid g (3) name character varying(1)
—— /7 availability_id bigint Ze— R
® ® AP integrity_id bigint ®
& public &> public &> public
3 vulnershilities_vendar [ vulnerabilities_stack_vector 5 vulnerabilities_privilages_require
id bigint (IDENTITY) id bigint (IDENTITY) id bigint (IDENTITY)
(1) neme character varying(25 (3} name character varying(1} (2) name character varying(1}
s)
(o] @ @
& public & public & public
1 vulnerabilitiea_type 5 vulnershbilities_availability 5 vulnerabilities_integrity
id bigint (IDENTITY) -t id bigint (IDENTITY) —— —— 7 id bigint (IDENTITY)
(X} name character varying(25 (X) name character varying(1) (3) name character varying(1)
5)

Puc. 8. Aiarpama «cyTtHicTb — 38’130K» (Entity-Relationship Diagram, ERD)

O.C. €Epemenxo, A.B. Cnecisues, A.B. Mapuyx, /A.1. MeavHikxosa <73 >



http://pt.nure.ua/37
http://pt.nure.ua/
https://pt.nure.ua/authors/yeremenko/
https://pt.nure.ua/authors/spesivcev-a-v/
https://pt.nure.ua/authors/marchuk-a-v/
https://pt.nure.ua/authors/melnikova/

Exexmponte nayxose ¢paxose udamis —

, .. e No 2 (37) » 2025 ¢ http://pt.nure.ua
skypHar «IIpobremu merexoMyHiKayin»

Tabanmsa vulnerabilities device Vulnerabilities cTBopeHa 445 peaaisa-
1ii 3B's13Ky «Darato 40 Oaratbox» MiX TabaumsamMu vulnerabilities device Ta
vulnerabilities vulnerability. Oaun npucrpiit Moxe MaTu geKiabKa Bpa3AMBOC-
Tel1, 1 04Ha BPa3AMBICTbL MOXKe CTOCYBaTICA KiAbKOX IIPUCTPOIB.

LTst Mmogeas (puc. 8) 3abe3redye MacIITaOOBaHICTh CCTEMI, 403BOASIE A€TKO 404aBaTy
HOBIi TUIIM IPUCTPOIB, PO3IINPIOBATY XapaKTepUCTUKI Bpa3AMBOCTell ado iHTerpyBaTu AaHi
3 HOBMX AXepea. CTpyKTypa 0asy TaKO>X ONTUMi30BaHa I1i4 BUKOHAHHA aHAAITUYHUX 3aIll-
TiB — HallpUKAaJ, BUBeAeHHs Hal0iAbIl KPUTUYHNX Bpa3AnBOCTell abo popMyBaHHs peii-
TUHTIB 3 ypaxXyBaHH:IM OOpaHMX KpUTepiis.

Peastizanisa aHa/IiTUYHOTO MOAYJIS

AnaaiTMIHNIT MOAYAb pO3pP00AEHOTO TPOTPaMHOIO 3aco0y peaaizoBaHO Ha OCHOBI 3a-
co0iB Django ORM, 110 203B04s1€ epeKTUBHO 00POOAATH 3alIUTU A0 Oa3y JaHMX Oe3 BUKO-
pUCTaHHsI CTOPOHHIX 0i0ai0TeK A4s aHaAi3y gaHyX. OCHOBHOIO METOIO MOAyAsl € popMy-
BaHHs aHAAITMYHUX 3BiTiB III0A0 Bpa3AMBOCTeN IIPUCTPOIB, 3TPYIOBAaHNUX 3a Pi3HUMU KPU-
TepisAMMI.

Aas oTpuMaHHs y3aralbHeHOI iHpopMalriil Ipo KiABKiCTh Bpa3AMBOCTelN peaai3oBaHO
oKpeMi (PYHKIIII, sIKi 34i/ICHIOIOTH arperaiiio 4aHIX 3a BiAOBiAHUMM PiabTpaMul. 30KpeMa,
¢yHk11is count_vulnerabilities_by_vendor BukoHye migpaxyHOK KiAbKOCTi YHiIKaABHIX Bpa-
3AMBOCTEI], IIJO CTOCYIOTLCS IPUCTPOIB KOXKHOIO 3 BUPOOHUKIB. AHAAOTIYHO, (PyHKITisA
count_vulnerabilities_by_type BukoHnye migpaxyHoK 3a TUIIaMM IIPUCTPOIB. Y KOXKHOMY BI-
I1agKy peaaizoBaHo piabTpallilo Ta COPTYBaHH: 3a goniomorolo pyHkii data_by_filters, sxa
BpaxoBy€ IepejaHi IapaMeTpy 3aruTy.

Okpemmnit  QyHKIIiOHaAbHUIT ~ OAOK  IpeACTaBA€HUII y  BUTASAAL  MeTOAy
top_10_devices_by_score, mo ¢popmye 3BedeHi AaHi IIpO MPUCTPOI 3 HAMBUIIMMU Ta Hali-
HIDKYMu cepeaHiMu Base Score abo Exploitability. O6po0Oka 34iiicHIOETCA Y pO3pisi TUITIB
IIPUCTPOIB, 4451 KOKHOTO 3 AKUX POPMYETHCs ABa OKpeMi crmcki: Tor-10 HaitbiabI Kpu-
TUYHUX Ta HYKHI 10 HaliMeHII Bpa3AMBIX HPUCTPOIB. /451 KOXKHOIO IPUCTPOIO 404aTKOBO
004NCAIOIOThCA cepeaHi nokasHuku BramBy (Impact Score), a Takoxx 3araabHa KiAbKiCTb
IIOB’ I3aHX BPa3AVBOCTEIA.

Yci obuncaeHHs BUKOHYIOTBCS Ha PiBHI 3alIUTiB 40 0a3y AaHUX i3 BUKOPMCTAHHIM ar-
peratHux ¢yskiin Avg ta Count, mo sabesredye onTMMaAbHy IIPOAYKTUBHICTH Oe3 IIOT-
pebu B 3aBaHTa’KeHHi BeAMKIX OOCATIB 4aHUX y OllepaTMUBHY HaM sTh. Pesyabraty aHaai-
TUKM TTOBepTatoThes y popMmari J[SON, 110 403B0A51€ A€TKO iHTerpyBaTn ix y BeOiHTepderic
KOpUCTyBaya.

3aBasku BukopucranHio Django ORM sabesneyeHo epeKTMBHICTh Ta MaciiTaboBa-
HiCTh 0OPOOKNU gaHIX, a TAKOXK 3PYUHICTh y MoAM(iKallil A0riku arperattii 0e3 HOpyIIeHHs
111AiCHOCTi IIpOTpaMI.

OcHoBHi QYyHKIIIT aHAAITMYHOTO MOAY ASL:

1)  OOuncaenHs cepeHix MOKa3HUKIB Oe3mekn. /45 KOXKHOTO IMPUCTPOIO CUCTeMa
pospaxosye cepeaHe 3HadeHH:s HactynmHmx CVSS-mokasHmkis: BaseScore, Exploitability,
ImpactScore.
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2)  AHaaiTMYHMII MOAYAb AO3BOASE BUKOHYBaTHU (PiaAbTpalliio Bpa3AnBOCTeN 3a TH-
IIOM, BUPOOHIKOM Ta oOKpeMumy komnoHeHtamu CVSS-sexTopa, Takumu sk: Attack Vector
(AV), Privileges Required (PR), User Interaction (UI), Scope, Confidentiality, Integrity,
Availability Tomo. Take giapTpyBaHHs ga€ 3MOTY ajanTyBaTy aHAAITUKY ITig criermdivni
BUIMOTY Oe3IIeK.

3) Ilicas BuxkoHaHH:S 00YMCAEHB, pe3yAbTaTy (POPMYIOTHCA Y PopMaTi CTPYKTypo-
BaHux 00’ekTiB JSON, siki nepegatorscs yepe3 REST API Ha kAi€HTCHKY YacTUHY AAsI TIOAQ-
ABIIOL Bidyaaizariii. 3a moTpedu pe3yabTaTy MOXKYTb OyTU KelllOBaHi abO arperosaHi 44sd
MiABUIEHHS IPOAYKTUBHOCTI.

TecTyBaHHA Ta HaJIaro)KeHHs QYHKI[ioHATY

3abesreueHHsT KOPeKTHOI, cTabiABHOI Ta mepegbadyBaHOI POOOTH IIPOrPaMHOIO 3a-
co0y € KPUTNYHO Ba>KAVBUM €TarioM Y IIpolieci 110ro po3pobku. AAs1 AOCATHEHH:I 3a3Have-
HIX IIidell y MeXax peadisaril BeOcucTeMn 445 aHaAi3y XapaKTepUCTUK Oe3IIeKU MepeK-
HOTO 0O0JagHaHHs OyA0 IIPOBeAeHO KOMILIEeKCHe TeCTyBaHHs Ta HalaroJ’KeHH: (PyHKITio-
HaAy Ha piBHAX gaHUX, A0Tiku 00OpoOkn, API Ta intepdericy Kopucrysaya.

TecTyBaHH:I OKpeM1IX KOMIIOHEHTiB cepBepHOI yacTuHu (Mogeael], ipeacrasaeds AP,
AOTIiKM aHaAITUKI) Peaai3oBaHO i3 BUKOPUCTaHHAM BOYAOBaHIUX iHCTPYMEHTIB (PpeliIMBOPKY
Django (unittest, pytest-django). OcHOBHI cIieHapii, 1110 TeCTYIOTBCS:

— KOPEeKTHICTb CTBOpeHH:I 00’ €KTiB MogeAell (IIpUCTpoil, ypa3AMUBOCTi, peTIHIN);
— 00poOka edge-keiicis (HyaboBi 3HaueHHs1, AyOaikatu CVE);

— MpaBUABHICTb OOYIICAEHD;

— Bignosiguicts crpykrypu API-Bianosigeit ouikysannm cxemam (popmat JSON).

Yci KpUTHYHO BaxkAuBi QPYHKIIII aHAaAiITMYHOTO MOAYAs IIPOXOAATh OKpeMi TeCcTu Ha
TOYHICTh MaTeMaTUYHIX OIlepallili, BKAIOUHO 3 arperani€io, piapTpalli€io, HopmMaAaizali€io
Ta paH>KyBaHHIM.

Aas TIepeBipKI B3a€MOJil MK cepBepOM i KAI€HTOM peaai3oBaHO iHTerparinHe Tec-
TyBaHH: API. BoHo oxonaroe Taki aciekTin:

— AOCTYIIHICTh OCHOBHUX €HAIIOIHTIB;
— KOpeKTHa 0OpoOKa 3aIliTiB 3 IlapaMeTpaMu;
— TecTyBaHH: IariHallil, copTyBaHH:, (piabTpallil Ta KOAYBaHHs BiAIIOBiAi.

Kaienrcpka yacTmHa NpoOXOANUTh pydHe Ta aBTOMaTU30BaHe TeCTYBaHHS 3 METOIO I1e-
peBipKU Bi3yaAbHOI KOPEKTHOCTI, iIHTepaKTMUBHOCTI Ta BiAIIOBiAHOCTI ITOBeAIHKM iHTepgericy
ouikyBaHii1 aorini. Cepeg nepeBipeHNXx clieHapiis:

— MpaBUABHICTD 3aBaHTa>KeHH: Ta BigoOpa’keHHs TabANII IPUCTPOIB;

diapTpaliis IpuUCTpOIB 3a NapaMeTpaMu Tuily, BupodHuka ta CVSS;

BigoOpakeHH:s AMHaMivHUX rpadikiB Ta PeMTIHIIB;
— pearyBsaHHsI iHTepelicy Ha BiACyTHICTb AaHUX UM IIOMUAKY 3aIUTY.
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BUCHOBKM

B poGori BupimieHo sagady 11040 po3pOOKM IPOTPaMHOTO iHCTPYMEHTY AAs aHaAi3y
XapakTepUCTNK Oe3reky Mepe>KHOTo 004ajHaHHs 3 METOIO IiATPUMKI IPUIHATTS PillleHb
IIpY IPOEKTYBaHHI 3aXMIeHOI Mepe>KHOI iHppacTPyKTypu.

3 niero MeToIo OyA0 IpoaHaAi30BaHO HasIBHI ITiAX0AM A0 OLIHIOBaHH: XapaKTepUCTUK
Oesreky MepeKHOro 00JaJHaHH:, CydacHI MeTOAM aHaAidy Bpa3AMBOCTeNl, 0COOAMBOCTI
npeacrasaeHHs iHpopmMariiii 8 6azax CVE, CVSS i NVD, a Takox iHCTpyMeHTH, SIKi MOXYTb
OyTu BUKOpHUCTaHi A5 1100yA0BU OAiOHMX cucTeM. IIokasaHo, 1110 Ha TellepilHiil yac ak-
TyaAbHOIO € ITIoTpeOa B aBTOMaTU30BaHMX 3aco0aXx, sIKi 403B0ASIOTh IIBUAKO, 40CTOBIpHO Ta
Ha OCHOBIi BIAKPUTUX JaHMX OL[iHIOBATU PU3MKM, IIOB sA3aHi 3 BUKOPUCTAHHAM MepPe>KHOTO
o0aaaHaHH:I, Ta 3a0e3nedyBaTy IPUIHATT OOIPYHTOBaHUX pillleHb IIiJ yac IPOEKTyBaHH:.
3 orasay Ha aKTyaAbHiCTh IIp00AeMI 3pOCTaHHs KiABKOCTi Bpa3AMBOCTel Ta HeOOXiAHICTb
OIlepaTMBHOTO pearyBaHH: Ha KiDep3arposu, 3alIpOIIOHOBaHO MiAXig 40 paH>XKyBaHHs Mepe-
JKHIX IIPUCTPOIB 3a KpUTepisMy Oe3rieku Ha ocHOBI gaHnx 3 6a3 CVE, CVSS ta NVD.

Pospobaeno nporpamHuii 3acio y BUTAsSAl BeD3aCTOCYHKY, SIKMI peaAidye€ ITOBHMI
LIMKA poOOTH 3 iH(pOpMaIli€Io PO BPa3AMBOCTI Mepe>KHOIo 004aAHaHHs: Big 300py 4aHUX
i 30epiranns y 6asi PostgreSQL 40 oO0poOku, aHaaiTHKM Ta Bidyaaisaliil pedyAbTaTiB yepes
3pyuHnit inrepgeiic. CucreMa peadizoBaHa i3 3aCTOCYyBaHHSIM Cy4acCHOIO T@XHOAOTiYHOTO
cTeKy, BKa104HO 3 Django, React, TypeScript i Tailwind CSS. 3anmpononosano cTpykrypy
6asu gaHnx, peaaizosano API 2451 B3a€Moail Mi>XK KAI€HTCHKOIO Ta CEpPBEPHOIO YaCTUHAMI,
a TaKOXX aHaAITMYHUI MOAYAb AAs popMyBaHH: pelTuHriB. [IpoBeeHo TecTyBaHHS OCHO-
BHMX (PYHKITiOHaAbHIX KOMIIOHEHTiB pOo3p00.4eHo] cucTeMH, sKe IigTBepANAo ii mpanesja-
THICTb, KOPEKTHICTh OOpPOOKM AaHMX i IPUAATHICTH 40 BUKOPUCTaHHA B 3a4adax IIPOEKTY-
BaHH:I 3aXMIIleHOol iHpOKOMYHiKalliiHOI iHppacTpyKTypu.

PesyabraTii pobOTH AOIiABHO BUKOPMCTOBYBATU A4Sl IIOAAABIIOIO BAOCKOHAAEHH:I
IIpOLIeciB OIiHIOBaHH: PU3MKiB iHpOpMaIliiiHOI Oe3leKky, iHTerpariii 3 iHIIMMM cCTeMaMu
Kibep3aXmcTy, a TaKOXX y HMPaKTUIli IPUIHATT TeXHIYHUX pillleHb 1040 BUOOpy 004ag-
HaHHs B yMOBaXx IiABUIIIEHNX BUMOT 40 3aXUIIEHOCTi Mepex.
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